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What 

A requirements engineering 
method to ensure lifelong 
compliance of long-lived 
software systems to evolving 
security, privacy, and 
dependability requirements 

Why 

Long-lived security-critical 
software-intensive systems 
need to respond to inevitable 
changes in their functionality 
and socio-technical context, 
while maintaining their security 
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